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Meet us in hall 1, booth 483

  PCAN-Router Pro FD
New Programmable 6-Channel Router and Data Logger for CAN and CAN FD

  I/O functionality
   4 digital I/Os, usable as digital input or output  

(2 with High-side and 2 with Low-side switch)
   1 analog input (0 - 33 V) 
  Recording of CAN data and error frames

   Internal memory: 16 GByte eMMC
   SD card slot for additional memory
   USB connection for accessing the data memory  

(e.g. recorded log data)
   Conversion of logging data to various output  

formats using a Windows software
  Wake-up function using separate input, CAN bus,  
or real-time clock

  Power supply 8 - 32 V with protection against  
overvoltage and reverse polarity
	 	Slot	for	a	backup	battery	for	defined	switch-off	 

behavior (e.g. for log data saving)
  Extended operating temperature range from  
-40 to 85 °C (-40 to 185 °F)
	 	Aluminum	casing	with	flange

  Optional on request:  
Ethernet interface via RJ-45 socket or  
BroadR-Reach® interface via D-Sub connector

The	PCAN-Router	Pro	FD	links	the	data	traffic	of	up	to	six	
modern CAN FD and classic CAN buses. This allows the 
conversion from CAN to CAN FD or vice versa and therefore, 
the integration of new CAN FD applications into existing  
CAN 2.0 networks. In addition, the CAN messages can be 
recorded on the internal memory or on an inserted SD card. 

The PCAN-Router Pro FD can be programmed freely for 
specific	applications.	The	firmware	is	created	using	the	
included development package with GNU compiler for C and 
C++ and is then transferred to the module via CAN. Various 
programming examples, such as message forwarding or 
recording, facilitate the implementation of own solutions.

Specifications:

  STM32F765NIH6 microcontroller (based on Arm Cortex M7)
  32 MByte SDRAM in addition to microcontroller RAM
  6 High-speed CAN channels (ISO 11898-2) 

 	 	Comply	with	CAN	specifications	2.0	A/B	and	FD
   CAN bit rates from 40 kbit/s up to 1 Mbit/s
   CAN FD bit rates from 40 kbit/s up to 12 Mbit/s
   NXP TJA1043 CAN transceiver with wake-up
   Alternative pluggable transceiver modules on request
   CAN termination switchable, separately for each channel
   CAN connections are D-Sub, 9-pin
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This year’s main topic on the CiA stand is the availability of CAN FD building blocks. 
This includes CAN FD controllers, transceivers supporting bit-rates above 1 Mbit/s, 
higher-layer protocols using the 64-byte data field, and CANopen FD protocol stacks. 
Device designers can select interoperable products from different suppliers. 
CAN FD provides an accelerated firmware update with up to 5 Mbit/s in the 
data transmission phase. It also enables smart security measures with 64 byte 
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In our previous article on CAN signal improvement, 
the fundamentals of the CiA 601-4 specification were 

reviewed, and its impact on the potential of CAN FD 
networks. In this article, we explore in more detail some 
of the technical concepts behind what makes CAN FD 
communication robust and how CAN SIC transceivers are 
changing the possibilities for CAN FD networks.

In order to define the challenges of CAN  
network design, one of the first points to address is  
how one determines what a “good” or robust network 
design is. When working with network architects, we 
start from the fundamental theory of Classical CAN and 
CAN FD.  There is a dominant level, which is defined as a 
differential voltage measure above 0,9 V, and a recessive 
level, defined as a differential voltage below 0,5 V.  This is 
valid irrespective of any DC common mode voltage in the 
background.

The signal level is measured once per bit, at the 
sample point. The sample point is a specific moment  
in time, defined as a percentage of the bit time. So,  
very simply: in order to make sure that a network is  
robust, it shall guarantee at this sample point, the  
signal levels shall be stable, whether dominant or  
recessive.

The first complication, before considering what 
effects can disturb the network signals, is to understand 
that sample points on two nodes, a sender and receiver, 
can and do move relative in time to one another. Therefore, 
if we require stable signals at the sample point, we need 
to calculate when the earliest and latest possible sample 
points may appear.  We can then refine our previous 
statement to say that the signal levels shall be stable by 
the earliest possible sample point and remain stable until 
the latest possible sample point.

There are different factors affecting the shift of sam-
ple points:

Which technical concepts behind make CAN FD communication robust and how are 
CAN SIC (signal improvement capability) transceivers changing the possibilities for 
CAN FD networks?

CAN FD system design challenges

◆◆ The drift of the oscillator in the sending and receiving 
nodes, where one may run fast and the other slow,  
creating a timing drift between the two.

◆◆ The asymmetry of the CAN transceiver, which is the 
difference in time between a dominant to recessive 
transition and a recessive to dominant transition.   
This is specified in the datasheet of the transceiver, 
with limits defined for 2 Mbit/s and 5 Mbit/s in the  
ISO 11898-2:2016 (for reference, refer to section 5.6 of 
that document).  In fact, these limits are not intrinsically 
linked to the bit rate and many car makers now require 
the tighter specification of 5 Mbit/s to be met even in 
CAN FD networks operated at 2 Mbit/s.

◆◆ The asymmetries of the interface between the micro-
controller and CAN transceiver.  For calculations, both 
the TXD and RXD pins need to be considered, where  
5 ns is a typical reference value.

◆◆ Lastly, the worst case time quanta delay. The signal 
may arrive at the receiver just after the last time quan-
ta, meaning there is a worst case delay until the next 
time quanta measurement.

These factors are all additive and should be calcu-
lated based on a worst case bit pattern to give the longest 
time period between a synchronization point (a recessive 
to dominant transition) and a sample point, namely five 
dominant bits followed by one recessive bit.

These can be calculated for any bit rate, but for illus-
tration, an example is shown for a bit rate of 2 Mbit/s with 
a sample point of 70 %, commonly used in CAN FD net-
works. Here the nominal sample point would be 500 ns x 
70 % = 350 ns.

There is an additional calculation for a sending node 
reading back their own signal, which is also important to 
verify. For those who are curious, the details behind each 
of these calculations can be found in our iCC 2017 article 
“Managing the Transition to Robust CAN FD”.

Table 1: Calculated asymmetries for a remote receiving node in a 2-Mbit/s CAN FD network with a sample point of 70 % 
(Source: NXP)
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What can be concluded is a sample point can poten-
tially move much earlier in the bit – at 209 ns in this example 
(28 % earlier in the bit time vs. the nominal sample point).  
Thus, for network communication to be robust, its signal 
needs to be stable much earlier in the bit. Conversely how-
ever, we can infer that what happens prior to this earliest 
sample point is not relevant, as this will never be sampled.  
This is what we call the allowable ringing time, as any kind 
of signal distortions here can occur without affecting the 
network operation.

A complete picture of the full worst case bit pattern 
with all asymmetries shown is given in Figure 2.  The green 
area demarks the boundary where the CAN signals can 
safely appear without compromising the network robust-
ness, defined as the “safe operating area”.  The colors 

Figure 1: Calculated asymmetries visualized in the recessive bit (Source: NXP)

shown in the boxes are the associated contributions from 
the different components listed in the table above.

The typical worst case simulation

To judge if a network is meeting these criteria and 
remaining in the safe operating area, a network  
simulation is normally required to check all cases. In 
simulation, all possible signal combinations are generated 
between all possible transmitting pairs and then  
assessed against the above safe operating area. 
A complete overview of the communication can be  
checked to determine if the network is robust or not. If  
not, the nodes causing the violations can be easily 
identified.

https://www.lipowsky.com/ad/cannewsletter
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Usually, one would perform a worst case simulation, 
which uses the worst case parameters stored in the sim-
ulation model (selectable in the simulation tool). In our  
experience however, using this in combination with the 
worst case timing asymmetries calculated above is not 
realistic. This is because the worst case simulation model 
considers all worst case parameters taken from the data-
sheet, taking each characteristic as an individual potential 
worst case value, without considering which combination 
of characteristics are possible at a single moment in time.  
Furthermore, a transceiver’s output driver stability over 
temperature is much more stable than the datasheet limits 
are typically predicting.

Instead, our experience leads us to recommend using 
the typical parameter set in a simulation model, which 
already gives a very good matching with real world results.  
The advantage of this approach is not to purely increase 
the achievable operating space of the network, although 
this is a desirable benefit. It has the added advantage that 
simulation results can be easily cross-checked with bench 
testing, since the simulation conditions used are the same. 
The margin that would normally be part of the worst case 
simulation model is now moved into the margin of the safe 
operating area, since the definition of this contains all worst 
case asymmetries.  Furthermore, the opposite approach 
can also be taken for those without easy access to net-
work simulation: assessing bench measurements against 
the same safe operating area can provide a first indication 
if the network will operate reliably or not. This can simplify 
early pre-assessments on a network, giving early insights 

if a topology will operate robustly, and giving confidence 
when cross-checking simulation results once available.

Factors affecting robust communication

Having now a sound basis for network assessment, we 
can now look at some common factors that are important 
in good network design. One of the biggest topics that pre-
vents signals to be stable in CAN FD is signal ringing.  Sig-
nal ringing is created by impedance changes in the cable 
harness, for example at cable branches with unterminated 
stubs. This is not a new artifact and is already present in 
many Classical CAN networks today, but the bit times are 
usually sufficient to allow signal ringing to dissipate and 
avoid any issues in communication. 

 As CAN FD has much faster bit rates, and conse-
quently shorter bit times, the available time for the signal 
ringing to dissipate is much shorter, so hence this is one 
of the most critical parameters to manage from a network 
design perspective.

The current state of the art is to use a highly linear 
topology with only a limited number of nodes and short stub 
lengths, either as a daisy chain topology or in a network of 
very limited size. This is effective in managing the ringing, 
but comes with several disadvantages, such as limitations 
on how cables can be routed between nodes, and likely an 
associated cable length penalty.  In such routing schemes, 
managing the diversity of networks becomes problematic, 
if one or more nodes are optional.  This may require creat-
ing more harness options or deriving more complex (read 

Figure 2: Full visualization of all asymmetries in a worst case CAN FD bit pattern (Source: NXP)

Figure 3: Comparison of signal ringing with (A) conventional HS-CAN transceivers and (B) NXP's CAN SIC transceiver 
(Source: NXP)
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 < Scalable hardware platform
 < Preprogrammed software components
 < 3-times faster development

“expensive”) solutions for the harness construction.  Addi-
tionally, more network branches might be needed to man-
age the smaller number of nodes per branch.

Many of these problems can be overcome however 
with the recent innovation of the CAN SIC transceiver, now 
specified in the CiA 601-4 version 2.0.0 specification.

 These transceivers have a dramatic improvement on 
the signal ringing present in a network and enable network 
architects to return to complex CAN FD network topologies 
at higher bitrates. These transceivers offer two primary 
benefits in their way of working: the signal improvement 
technique itself and a much tighter asymmetry perfor-
mance, which will now be reviewed.

Benefits of CAN signal improvement

Figure 3 (A and B) shows two comparative simulation 
results of a star network of four nodes, a central 60-Ω split 
star termination and four unterminated stubs of 2 x 5 m 
and 2 x 0,75 m. Picture A shows the signal with regular 
high-speed CAN (HS-CAN) transceivers operating at 2 
Mbit/s, demonstrating the resultant signal ringing oscillat-
ing through the recessive bit. The boundaries of the safe 
operating area are shown as the red lines, where there are 
clear violations – confirming, this is not a reliable topol-
ogy. In contrast, Picture B shows the signal with NXP’s 
CAN SIC transceiver.  The signal ringing is brought quickly 
under control and even this heavily ringing network is able 
to operate reliably at 2 Mbit/s.

As a general rule of thumb, our experience shows that 
network topologies already working at 500 kbit/s with regu-
lar HS-CAN transceivers will operate with CAN SIC trans-
ceivers at 2 Mbit/s and potentially faster, depending on the 
topology.  The rationale behind this is that while it is always 
possible to engineer a network that will not operate, if stan-
dard rules of CAN network creation are generally followed, 
very large topologies are possible at 2 Mbit/s.

Secondly, we also see that networks validated at 2 
Mbit/s with HS-CAN transceivers will generally operate at 
5 Mbit/s with CAN SIC transceivers, and potentially faster, 
depending on the topology.  The reason for this is typically 
2 Mbit/s networks have reduced levels of signal ringing with 
HS-CAN transceivers. When CAN SIC transceivers are 

Figure 4: As bit times reduce at faster bit rates, asymmetries 
become relatively larger part of the bit (Source: NXP)

https://www.br-automation.com/en/products/mobile-automation/
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applied, there typically needs to be no signal peaks greater 
than 0,5-V differential voltage at all.  This is required since 
the available margin to the earliest sample point is very 
limited, so any remaining peaks will typically violate the 
limits of the safe operating area. Nonetheless, this does 
not mean that only highly limited topologies can be made 
with 5 Mbit/s.  In the simulation example shown earlier in 
the article, Picture B shows no peak above the 0,5-V level 
implying this extreme topology can also reliably operate 
at 5 Mbit/s with CAN SIC transceivers. This demonstrates 
that CAN FD operating at 5 Mbit/s is now a realistic prop-
osition for network architects to consider in their network 
design, where previously this was limited to essentially 
point-to-point connections.

Tighter asymmetry

The second benefit of the CAN SIC transceiver is its  
tighter asymmetry performance, briefly covered in our  
previous article. Using the asymmetry calculations made 
in the opening section, it can be seen that many of the 
components of the total calculation are constants and not 
bit rate dependent.  That means that as bit rates increase, 
the earliest sample point will move further forward in the bit 
and the latest sample point will move later in the bit (Figure 
4).  As the bit rates increase, at some point there becomes 
a collision between the earliest sample point of the reces-
sive bit with the latest sample point of the previous domi-
nant bit, shown in Figure 5. This will define the speed limit 
for the CAN FD communication, as beyond this point, there 
is no reliable path from a dominant to recessive bit. Con-
sequently, there is a possibility that a complete bit may be 
lost, resulting in communication errors.  

We can plot this on a graph, showing the position of 
these extreme sample points on the horizontal axis versus 
increasing bit rates on the vertical axis to see at what speed 
they collide.

The left graph (Figure 5) shows these critical edges 
for ISO 11898-2:2016 compliant transceivers, based on 
the 5 Mbit/s bit timing specifications. Here it can be seen 
that the latest possible sample point in the dominant bit 
(shown as the yellow line) and the earliest possible sam-
ple point in the recessive bit (the red line) collide just above  
6 Mbit/s. This becomes the theoretical limit of robust  
CAN FD communication.

CAN SIC transceivers offer a significant improve-
ment on the ISO 11898-2:2016 specification in terms of the 
required transceiver symmetry.  Table 2 shows a comparison 
table between these two values. The effect is that the ear-
liest possible sample point is now much later, reducing the 
overall asymmetry. The right hand graph in Figure 5 shows 
the effect on the earliest and latest possible sample points 
for CAN SIC transceivers, overlaid with the calculation of the  
HS-CAN transceivers for comparison. This shows a path  
from the dominant to recessive bits remains available far 
beyond 5 Mbit/s and even extending beyond 10 Mbit/s.

As an aside, some HS-CAN transceivers on the market 
are already claiming 8 Mbit/s operation in their datasheets. 
User judgment is recommended in assessing whether the 
stated values quoted in these datasheets are sufficient to 
reliably meet the maximum bit rate in all conditions or not.

Sample point selection

One choice also worth mentioning in this study is the  
sample point selection, particularly for faster bit rates, 

Figure 5: Comparison of the maximum bit rates achievable with HS-CAN transceivers (left) and CAN SIC transceivers (right) 
(Source: NXP)

Table 2: Comparison of asymmetries for ISO 11898-2:2016 compliant transceivers and CAN SIC transceivers (Source: NXP)
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which is slightly different compared with the normal sample 
point selection at slower speeds, e.g. 2 Mbit/s.

At 2 Mbit/s, the sample point should be later in the bit 
to allow maximum time for ringing. This is normally chosen 
around 70 % with standard HS-CAN transceivers, but could 
be delayed even to 80 %. The approach of delaying the 
sample point to boost the available topology space as much 
as possible is still recommended and a move to an 80 % 
sample point would provide the maximum time for ringing, 
even with CAN SIC transceivers.

At 5 Mbit/s however, as noted above, any ringing 
remaining above the 0,5 V is likely to already touch the 
boundary of the safe operating area, so shall be avoided 
completely.  Accordingly, it is no longer necessary to delay 
the sample point to later in the bit and in fact, moving closer 
to the middle of the bit is preferred to provide additional 
margin for jitter effects or PCB (printed circuit board) impacts.  
As a guideline, we would recommend a sample point of  
50 % + 1 tq, which is approximately 55 %.

Please note, this also applies to the secondary sample 
point as well, which should be set the same as the nominal 
sample point.  Incorrect setting of the secondary sample point 
is the cause for many support cases of CAN FD networks, 
providing a latent problem, likely not visible on ECU (electronic 
control unit) tests.  This issue may never arise if operating at 
lower bit rates, e.g. 2 Mbit/s, but for higher bit rates, such as 5 
Mbit/s, this will definitely be encountered.  It is therefore vitally 
important to check the secondary sample point is correctly 
set to the same as the normal sample point when operating 
at higher speeds.

Cabling choices

The CiA 601-6 specification provides guidance on creating 
CAN FD networks and includes the statement in section 8.1.1 
that cable impedances should be within 110 Ohms to 140 
Ohms. Furthermore, it even gives a cautionary word, “Note 
– PVC-based wire-insulation material does not meet this 
requirement”.

This warning is given due to two effects of the cables, 
namely a greater sensitivity to temperature that can significantly 
reduce the impedance of the cable, and a higher propagation 
delay.  The impedance change creates a larger impedance 
mismatch and so accentuates ringing effects in the network, 
creating a higher reflection peak; the longer propagation time 
means that peak would arrive later.  Please note, the network 
simulations shown here are made according this guidance.

The effect of CAN SIC transceivers provides some 
compensation for poorer performing cables however, due to 
the tighter symmetry, faster recessive edge, plus the signal 
improvement actively drives the signal towards recessive. 
Caution is needed however, and the worst case network 
simulation defined above would not be sufficient to make 
this assessment, due to the high temperature dependency 
of the cable. Also, due to the high variance even across 
different kinds of PVC (polyvinyl chloride) cables, it is highly 
recommended to cross-check the performance of the specific 
cable to be used over temperature. However, CAN signal 
improvement technology can certainly improve the reach of 
what is possible and in relatively simple networks, PVC cables 
may be considered.

Conclusions

In this article, the way of confirming if a network topology is 
robust has been reviewed, showing how assessments based 
on worst case asymmetry timings can be even used in bench 
measurements to simplify network assessments. The recent 
innovation of CAN SIC transceivers shows how CAN FD can 
move beyond limited networks to large, complex topologies 
and at faster bit rates, through only using a simple drop-in 
replacement transceiver.                                                          t

Author

Tony Adamson
NXP Semiconductors
info@nxp.com
www.nxp.com
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Fior Markets has pub-
lished a market research 

report about automotive da-
ta-loggers. This market is 
expected to grow from US-$ 
4,48 billion in 2017 to US-$ 

The COB-ID is a CANopen  
communication para- 

meter. It is a 32-bit value 
containing the 11-bit or 29-bit  
CAN-ID plus three control/ 
status bits. One of these 
control/status bits is used 
to indicate the length 
of the CAN-ID. Another  
bit is used to enable or dis-
able the corresponding 
CANopen service, the TPDO 
1, for example. 

Part 2 and part 3 of this 
ISO standard series 

specify the J1939-based 
communication be-
tween towing and 
towed heavy-duty  
vehicles. Current-
ly, the two stan- 
dards are under 
systematic review. 
Part 3 has been sub-mit-
ted for balloting. It introduc-
es 21 parameter groups 

8,69 billion in 2025. Data-
loggers with Classical CAN 
and CAN FD connectivi-
ty held the largest market 
share and valued at US-$ 
1,47 billion in 2017.

cont-aining object detec-
tion information. For part 

2, Wabco, recently ac-
quired by ZF, has 

proposed several 
new suspect pa- 
rameters for  
trailer e-drives.  

In Europe, ISO  
11999-2 is manda- 

ted by the legis- 
lation for truck and trailer  
communication.

The international CAN 
Conference takes place 

in Baden-Baden (Germa-
ny) on March 17 and 18, 

2020. One of the topics is 
the introduction of CAN XL,  
the third CAN data link  
layer generation.

Unfortunately, the 
COB-ID is used in many 
documents as synonym for 
CAN-ID.

◆◆ Yao Yao:  
CANopen FD Devices 
Identification via New 
Layer Setting Services 
(LSS)

◆◆ Reiner Zitzmann:  
Migration from Classical 
CAN to CAN FD
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1,47 billion

CiA engineers present  
papers at the Embedded 
World conference: 

◆◆ Oskar Kaplun:  
Condition Monitoring 
and Embedding  
CANopen in IoT papers

COB-ID



Recently, version 2.1.1 
of the technical 

specification for 
remote FMS 
(rFMS) has 
been pub-
lished. 
The docu-
ment devel-
oped under 
the umbrella of 
the ACEA associa-
tion is ready for download. 

This remote fleet manage-
ment system commu-

nication specifi-
cation is based 

on the SAE 
J1939 appli-
cation layer 
and profile. 
There is a 

separate reg-
istration (no fee) 

required, to get ac-
cess to the download areas. 
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At the trade show in Nurem-
berg (Germany) some 1 150  

exhibitors present their prod-
ucts to about 30 000 visitors, 
forecasts the organizer.

Traditionally, many CiA 
(CAN in Automation) mem-
bers are among the exhibi-
tors as well as the CiA non-
profit association.

The CiA international  
users’ and manufactur-

ers’ group has 673 mem-
bers (date: 2020-02-15). 
Most of the members are 
located in Germany. The 
nonprofit association has 
been established in March 
1992. The next general as-
sembly electing annually  
the board of directors  
takes place on March 16, 
2020.                                 
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The never-ending development of new technologies 
and their addition to modern vehicles leads to a phe-

nomenon that can be labeled as the content dilemma. The 
content dilemma represents the conflict between the tech-
nology content that vehicle manufacturers try to integrate 
into their vehicles, and the weight, cost, and packaging 
space required for wiring harnesses.

Examples of recent technology trends that are driving 
the content dilemma include (Figure 1):

◆◆ Electrification
◆◆ Autonomous driving
◆◆ Artificial intelligence
◆◆ Connected vehicle

A key competitive factor for customers in an electric 
vehicle is range. The more miles a vehicle can drive with 
one charge, the better. Vehicle mass plays a key role in 
determining a vehicle’s range, therefore, minimizing weight 
in an electric vehicle is crucial to bringing a competitive 
and successful vehicle to market. New vehicle technol-
ogies, however, require additional electrical wiring and 
other electronic components, increasing the weight of the 

We are living in an era of major disruption in the automotive industry. Driven by the 
rapid development of new technologies and the proliferation of automotive start-ups, 
both trends have implications on the development of vehicle wiring harnesses.

Challenges for wiring harness development

vehicle. The introduction of the electric powertrain alone 
adds about 30 % more weight compared to an internal 
combustion engine powertrain.

Autonomous driving requires the addition of a mul-
titude of hardware redundancies and fail safe mecha-
nisms to prevent single points of failure that could disable 
the autonomous system unexpectedly. System redundan-
cies are critical because unexpected failures may cause 
the vehicle to crash if the driver isn’t paying attention or 
actively involved in the driving and steering process. How-
ever, these safety redundancies can add significant weight 
and cost to the wiring harness by duplicating networks, 
powerlines, and some electronic control units (ECUs).

Artificial intelligence in vehicles enables facial recog-
nition, computer vision, and other machine learning algo-
rithms to help personalize the user experience and vehicle 
settings by processing and ‘learning’ from incoming data. 
This requires the inclusion of a myriad of cameras and other 
hardware all over the vehicle. These cameras are usually 
connected to an electric control unit via high bit rate net-
works. Most automotive networks use unshielded twisted 

Figure 1: New automotive technologies such 
as artificial intelligence and connectivity are 
creating new challenges in wiring harness 
design (Source: Mentor)
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pairs of wires, such as CAN. In a CAN network, cables can 
sometimes even be twisted during harness assembly to 
avoid the use of costly specialty cables in the wiring har-
ness. Higher bit rate networks, on the other hand, are more 
likely to need special grades of cable, shielding, and some-
times more complex pre-assembled cable types like Coax. 
These specialty cables are significantly larger, heavier, 
and more expensive than conventional automotive wiring. 
Therefore, it is typically preferred to minimize the usage of 
these where practical.

Last, but not least, vehicles are becoming highly con-
nected as part of the Internet of Things and Internet of 

Figure 2: Growing electrical and electronic content in 
vehicles is increasing bandwidth demands in the vehicle. 
OEMs are responding by incorporating additional networks, 
both standard and specialized, leading to harnesses that 
are heavier, costlier, and more complex. (Source: Mentor)

Vehicles, transforming the vehicle into a seamless inter-
face between our connected lives at home and at work. 
The integration of screens and displays into almost any 
imaginable interior surface demonstrates the vehicle’s 
growing role as a hub for entertainment, communications, 
and productivity. 

All this technology has to be connected together, driv-
ing OEMs (original equipment manufacturers) to incorpo-
rate more networks, such as CAN, and leading to wiring 
harnesses that are heavier, larger, costlier, and more com-
plex (Figure 2). Some modern vehicles contain close to 
40 different harnesses, comprised of roughly 700 con-
nectors and over 3 000 wires. If taken apart and put into 
a continuous line, these wires would exceed a length of 
2,5 miles (4 km) and weigh approximately 132 lbs (60 kg). 
In addition, OEMs will need to integrate high bit rate net-
works with specialty cabling to support the increased fea-
tures and functionality of new vehicles. Modern vehicles 
can contain more than 70 specialty cables, such as coax, 
high speed data, and USB cables. In older cars, this num-
ber was closer to ten.

How can today’s automotive manufacturers solve the 
content dilemma? Via the introduction of methods that help 
development teams to reduce the impact of added content 
and technology on the weight, cost, complexity, and pack-
aging space required for wiring harnesses. 

One solution is to develop technologies that reduce 
harness weight. Ultra-small diameter wiring (0,13 mm2) 
is one good example. Unfortunately, the industry is still 

• Economical solutions for series applications
• Optimized for industrial applications
• Solutions for stationary and mobile use
• Software support for bus-analysis, 
  measurement and control
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struggling to develop a sufficient number of terminal sub-
stitutions for all currently existing terminals that can crimp 
to such a small wiring diameter. Reducing the wire size on 
common circuit types, such as CAN networks, can achieve 
quick weight savings without necessitating a complex sub-
set of connectors and pins, but the available products on 
the market currently do not support a large-scale migration 
to ultra-small diameter wiring. 

The same applies to aluminum wiring. For small diam-
eter wiring, pure aluminum is too brittle and thus not a fea-
sible option. Terminal suppliers have begun developing 
optimal aluminum alloys for the specifications of their ter-
minals. This has led to a multitude of different alloys on the 
market that, in most cases, are incompatible with other sup-
pliers’ terminals. This, in turn, means that a vehicle would 
have to be solely comprised of one supplier’s connectors 
to be able to use aluminum across the full vehicle, which is 
not realistic. 

Additionally, switching to aluminum wiring would 
require the compression of the aluminum core to reduce 
bundle sizes in addition to weight. Due to its material char-
acteristics aluminum wire diameters have to be upsized by 
at least one size to keep the same conductivity as copper 
wiring. Switching to larger diameter aluminum wires across 
an entire vehicle, or even a portion of the vehicle, would 
result in a significant increase of bundle sizes and require 
more packaging space.

Finding alternatives to specialty cables will further 
reduce the weight, cost, and bundle diameters of harnesses. 
The number of cameras and displays will only increase in 
the future. OEMs must balance between using high bit 
rate networks that require specialty cabling or installing a 
greater quantity of lower bit rate networks, based on the 
resulting cost, weight, complexity, and risk of the harness. 
In the near term, widely used standards, such as CAN FD, 
that provide higher bit rates while operating on inexpensive 
twisted pair wiring may provide an easier and lower risk 
upgrade path. Alternatively, finding ways to multiplex these 
signals onto one shared specialty cable and having multi-
ple devices tap into these cables, will have the same effect: 
reducing harness weight, cost, and bundle diameter.

Another approach is using advanced software solu-
tions, such as Capital from Mentor Graphics, that support 
tradeoff studies to optimize module locations and identify 
any modules that can be combined to save weight, cost, 

Figure 3: Capital enables tradeoff studies with cost, weight, 
and bundle size metrics top optimize a harness design. 
(Source: Mentor)

and reduce bundle sizes (Figure 3). With the ability to 
compare and analyze layouts for their impact on harness 
weight, cost, and bundle diameter will enable engineers to 
choose the most optimal system architecture.

The advent of automotive start-ups

Over the last 10 years to 15 years, the automotive industry 
has been revolutionized by a second trend: the proliferation 
of automotive start-ups. Today, it is not just the established 
legacy OEMs like Ford, VW, or Toyota anymore. Since the 
founding of Tesla in 2003, more and more electric vehicle 
(EV) start-ups keep entering the market. This brings its own 
group of challenges with it.

EV start-ups face unique challenges such as:
◆◆ Reduced time-to-market
◆◆ Lack of infrastructure
◆◆ Bottom up design
◆◆ Constant change

Reduced time-to-market leads to something called 
the timing dilemma. New vehicle development cycles at 
an established OEM take about four years or five years. 
In comparison, most start-up EV companies commonly 
aim to launch a vehicle in a much shorter period of time, 
sometimes less than half of the time of an established OEM 
budgets. Further amplifying this dilemma is that start-up EV 
manufacturers are starting their development from scratch, 
without the legacy of previous vehicle programs. This short 
time to market leads to very short iterations or development 
phases. 

Shortened iterative cycles and development phases 
are not problems in themselves, but become problems when 
paired with the long lead times needed for harness devel-
opment. The usual lead-time for harnesses, from design 
release to product delivery, is approximately 23 weeks 
to 26 weeks. Variance in lead-time depends on the num-
ber of changes and the amount of progress that a project 
has made in the development cycle. To meet deadlines for 
the next development phase, harnesses have to be frozen 
(where the data/design is released and has to go through 
formal change management processes to be updated) leav-
ing little-to-no time to examine or implement lessons learned 
in between development phases. Frequently, vehicle test-
ing has not even started when the next freeze comes due. 
This can lead to massive rework efforts once the next build 
phase starts, or "machine gun" change requests to imple-
ment changes into the harness design as quickly as possi-
ble before the next freeze. Both alternatives can deteriorate 
the quality of the harnesses and can cause unnecessary 
delays during functional validation.

Reducing lead times during the engineering and man-
ufacturing phases will benefit all the engineering teams. 
More lead-time provides teams with more time to find 
issues, determine appropriate wiring changes, and imple-
ment those changes in the design for the next validation 
phase. How can this lead-time reduction be achieved? By 
eliminating manual steps and automatically cascading infor-
mation from one step to another. This significantly reduces 
mistakes and the need to double check work results. The 
goal is to create a seamless integration between the vehicle 
manufacturer's and supplier’s tool chains.
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Lack of infrastructure

Start-ups endeavoring to develop new vehicles must  
also contend with a lack of business and engineering 
infrastructure. During the early stages of a start-up there 
are no processes in place. Specifically related to wiring 
development, there is no device transmittal database to 
help with the gathering, organization, and verification of 
the electrical data needed for the harness design. Start-up 
manufacturers also do not have a component library 
of certified connectors, terminals, seals, or company 
standards for network implementations. At an OEM, this 
kind of infrastructure has been built up and tested over a 
long period. At a start-up, all of this has to be created from 
scratch, requiring a lot of time and effort when resources are 
limited, and deadlines are looming.

With more and more start-ups entering the market, har- 
ness development tools with an integrated device trans-
mittal database and component library will provide a pro-
found advantage to wiring teams. They eliminate the need 
for tedious data gathering via Excel sheets and the man-
ual data transfer into logical schematics, a process prone 
to human error. They can also assist with the implemen-
tation of CAN and other network standards. As engineers 
work they can capture knowledge gained in design rules, 
helping to build company IP. Harness development tools will 
streamline and automate the process to reduce mistakes 
and improve the overall harness quality from early design 
stages.

Such a database can also run automated reports for 
open-ended circuits, missing load information, and more. 
Having a component library in place will considerably 
reduce the need for part research to find terminals, seals or 
mating connector part numbers. Incorrectly pinned connec-
tors, caused by operator error or incorrect information on 
the endview definition, are among the most common errors. 
A component library that provides endviews for each part 
number will eliminate the guesswork when assigning pin 
numbers to cavities and prevent these mistakes.

Design differences

Usually, established OEMs employ a top-down approach to 
system design. In a top-down approach, the system is bro-
ken down into subsystems that are further broken down into 
components. Each component is then custom-designed 
to support a particular vehicle feature and follow specific 
requirements, for example, using a connector from a limited 
set of connector families from approved suppliers. 

The timing and budgetary restrictions present in a 
start-up do not usually allow a top-down approach. Instead, 
the engineering teams use a bottom-up design of the vehi-
cle. The engineering teams are directed to use off-the-shelf 
parts that are closest to fitting the intended application. The 
systems engineering and wiring teams then are tasked with 
trying to fit all these puzzle pieces together to make up the 
vehicle functionality and create connectivity. Unfortunately, 
off-the-shelf parts cannot be altered or customized without 
significant investment. This regularly leads to compromises 
that result in the addition of wiring to the harness to inte-
grate the part.

http://www.all4can.com


18 CAN Newsletter 1/2020

One solution to this is to use a custom gateway or 
domain controller ECUs to manage the incompatibility 
between off-the-shelf ECUs using custom software or 
network configurations. Additionally, instead of having a  
few selected and approved connector families, the wiring 
team is often forced to incorporate a wide variety of 
connector types that can lack Uscar certification, be difficult 
to procure, or be suboptimal for quality and manufacturing. 
The ideal harness development tool needs to be able to 
support bottom-up design flows and a multitude of connector 
types.

Change management

After the initial creation phase, most duties of the wir-
ing engineer are related to implementing changes. The 
Greek philosopher Heraclitus' said “everything changes 
and nothing stands still”. This is the daily routine for a wir-
ing engineer. Change is a constant in wiring harness design 
and engineering. In start-ups, this is even more prevalent 
due to stricter time constraints, ad hoc processes, and 
“greener” engineers.

New experts join different departments almost on a 
weekly basis, bringing new insights to the team. These 
could be a better approach to solving a problem, or new 
technologies they were exposed to or developed in their 
previous roles. These new team members are excited to 
leave their mark and the start-ups are hungry for such 
input. As a result, these ideas likely will be implemented 
within a short period of time and with little regard to the 
overall system impact. This is paired with an environment 
where there are few processes in place, and where change 
discipline is still in its infancy. In such an environment, 
changes are not unified, making it difficult to track the most 
up-to-date design revision.

By comparison, legacy OEMs have established highly 
efficient and rigorous change management processes. 
These processes have been optimized over many years 
and projects, and have very high organizational buy-in. Not 
so at a start-up. This results in constant change requests 
regardless of the freeze dates or current project stage. 

Furthermore, not all suppliers are sourced from the 
beginning of the project, contributing to the recurring need 
for design changes. It can take a long time to source cer-
tain parts. To compensate, engineers resort to estimating 
data to meet the first few harness freeze dates. Once the 
supplier is sourced, the actual requirements usually do not 
match the engineer’s assumptions, requiring change orders 
to have a functional part. In some cases, suppliers cannot 
meet program timing, or decide to terminate their participa-
tion. This means the parts have to be resourced. New parts 
rarely meet the exact electrical specifications of the original 
part. This leads to even more change requests modifying the 
harnesses.

It is extremely important to develop a structured and 
disciplined approach to change management early on in 
the project. Again, an advanced portfolio of harness devel-
opment tools can provide an elegant solution. The inte-
grated device transmittal database discussed earlier can 
be enhanced with certain change control mechanisms. With 
these enhancements, this database will provide the neces-
sary structure and automatic change management immedi-
ately (Figure 4).

The release engineer of a device can draft the device 
transmittal directly in the database and submit it for approval. 
Upon approval, the change will be updated automatically in 
the logical schematics. This eliminates the error-prone pro-
cess of manually updating schematics from Excel files. It also 
prevents release engineers from making changes to out-
dated local copies found on their hard drives, and overwriting 
changes made to the device transmittal since the last update. 
Lastly, for each released set of logical schematics there will 
be an automatically generated list of change requests imple-
mented in each release, thus linking each change back to a 
specific harness revision for future reference.

The rapid introduction of new technologies and the 
influx of automotive start-ups into the market lead to a mul-
titude of challenges for harness development. OEMs and 
start-ups alike must consider the number and sophistica-
tion of technology features they integrate into their vehicles 
as they have a direct effect on networks, harness weight, 
bundle diameter, and cost. Electrification, autonomous drive 
and driver assistance, artificial intelligence, and connectiv-
ity features all place additional burden on the wiring har-
ness. These features require the introduction of dozens of 
new sensors into a vehicle that all must connect to the wir-
ing harness. These additional connections can be supported 
by adding new networks that are either twisted pair such as 
Classical CAN/CAN FD, or higher bit rate requiring specialty 
cabling.

Start-up automotive companies face additional pres-
sures as they race to get products to market. Start-ups lack 
the foundation of legacy designs and the resources needed 
to custom design parts for optimal performance. Without 
these resources, engineers at these companies must turn to 
a bottom-up design approach in which off-the-shelf parts are 
adapted to meet functional requirements. Start-ups also lack 
established procedures for managing and tracking change. 
While established OEMs possess more tenured change 
management processes, they tend to rely on manual data 
entry and communication between teams. This leads to inef-
ficient data exchange that is prone to errors.

Figure 4: Modern harness design solutions have automated 
change management solutions (Source: Mentor)
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Modern harness design and engineering tools pro-
vide an elegant solution to the problems being wrought by 
automotive innovation. Using tools such as Capital, with 
high levels of automation, advanced metrics and analyti-
cal capabilities, engineers can perform tradeoff studies to 
optimize materials, component placement, and routing for 
minimal harness weight, cost, and bundle diameter. Next, 
modern design tools can automate data transition between 
engineering teams and even between manufacturers and 
suppliers. Finally, innovative harness design software 
suites feature integrated change management tools that 
ensure all teams are working with up-to-date data. By 
adopting these solutions, established automotive OEMs 
and start-ups can better tackle the challenges of the new 
automotive landscape.                                                       t
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Cars have been evolving with increasingly complex cir-
cuitry. Seat’s Ateca crossover features a complex ar-
rangement of wires more than 2,2 km long. The wires, 
ranging from one millimeter to one centimeter in thick-
ness, are behind the car’s lighting, sound system or driv-
ing assistants such as the blind spot detector. Up to 100 
sensors and control units interact with each other when-
ever a vehicle function is activated.

Models such as the Seat Ateca contain more than 
1 350 wires which, when laid out in a straight line, would 
stretch more than 2 200 meters in length, similar to an air-
port runway. The wires branch off into more than 30 cir-
cuits that “ensure the operation of nearly every car function 
and transfer power from location to another, just like blood 
flowing through an organism”, said Pedro Manonelles, an 
engineer at the Seat Technical Centre. Most of the wiring 
is concentrated in the area of the front instrument panel, 

Complexity in basic cars - Seat Ateca SUV has 2,2 km of wire, 100 sensors,  
and control units

where more than 200 wires form strands of more than four 
centimeters in thickness.

All the wiring on a car such as the Seat Ateca weighs 
slightly more than 40 kg.

It takes a team of 20 engineers three years to de-
fine the routing of the wires, the power distribution and the 
data transmission among control units and sensors.

Assistants such as the blind spot detector are an ex-
ample of how the car’s electronic system works. When the 
driver activates the left turning indicator, a signal travels 
from the main control unit to the rear mounted radars in a 
fraction of a second. If there is a car in the blind spot that 
the driver cannot see, the radars will detect it and activate 
and send a warning light to the door mirror. Thanks to this 
alert, the driver knows whether it is safe to change lanes.

Multiple CAN networks are implemented. The current 
CAN network protocol reduces the complexity of vehicle 
wiring by replacing direct wiring with a two wire signal net-
work so that device computers and sensors can communi-
cate with each other. There are ideas to replace much of this 
wiring with an ultra fast central processing unit and bus in-
stead of the current slower distributed processing systems.  

Source: Green Car Congress

Figure 5: In some of today’s Seat models there are more 
than 12 000 wiring combinations; this figure could increase 
in the future (Source: Seat)
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BMW used already in 1993 in its 740i/iL model a  
500-kbit/s CAN network linking the DME and 

EGS control units supplied by Bosch. The bus system 
substituted multiple serial links between these ECUs. 
This reduced cabling and avoided connection failures. Of 
course, it saved weight, too.

In 1995, the German automaker equipped its E38 
750iL model with a CAN network using a tree/star topology. 
It connected five ECUs: DME I, DME II, AGS, DCS, and 
EML. Three years later, the instrument cluster and the 
steering-angle sensor were added to the CAN network. 
The 1999 model of the 750iL was the last BMW car using 
shielded CAN cables. In the next models just twisted-pair 
cables were implemented. The wire color was uniform 
throughout the vehicle: CAN-L was GE/BR and CAN_H 
was GE/SW or GE/RT.

Two years after a point-to-point CAN network implementation, BMW introduced 
in 1995 a CAN network in star topology connecting five electronic control units 
(ECUs).

The first CAN networks in BMW cars

Figure 1: The 740i/iL model from 1993 was equipped with 
two CAN-connectable ECUs (Source: BMW)

Figure 2: The E38 740iL model from 1995 connected five 
ECUs to the CAN network (Source: BMW)

The 120-Ω termination resistors were located in 
two ECUs between the CAN_H and CAN_L  bus-lines. 
Usually, the resistors were equipped in the ASC/DSC 
unit and the instrument cluster of the DME unit. Because 
the two resistors are in parallel, the effective resistance 
of this termination circuitry is 60 Ω. On some vehicles, 
there was a jumper wire, which connected two parallel 
branches together; others had an internal connection at 
the instrument cluster.

(Source: BMW)
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CAN trouble-shooting was a challenge

In the early days of CAN, network trouble-shooting was 
something new, challenging the repair and maintenance 
staff. It was done using ohmmeters, voltmeters, and 
oscilloscopes. Most challenging were sporadic failures. 
They could be caused due to slowly dropping battery 
voltage or by a discharged vehicle battery.

A quick check was done by looking to the instrument 
cluster, whether the shown tachometer and engine 
temperature values were plausible. Other indicators could 
be the transmission range or the DSC light. This gave some 
clues to the communication status of these ECUs. There 
was also a test module, which could be linked via CAN to 
the disconnected ECU. Additionally, some ECUs provided 
a D-Bus (Diagnosis Bus) interface. It was a point-to-point 
serial bus system running at 9,6 kbit/s, which kinked the 
tester and the ECU.                                                            t

Holger Zeltwanger

Figure 3: The 1999 model 
of the 750iL linked also the 
instrument cluster and the  
MK 60 steering-angle sensor 
to the CAN (Source: BMW)

https://esd.eu/en/content/can-canopen-devicenet
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Continued development of comprehensive and struc-
tured testing methods and tools for electronically net-

worked aircraft and cabin systems is not only necessary 
for economic reasons. With the recent safety-critical pilot 
assistance systems such as Enhanced Vision and Run-
way Overrun Protection Systems or with "wireless" cabin 
functions each requires appropriate testing strategies that 
are compliant to the regulatory rigors assigned to them (i.e. 
DO-178C). This article describes Vector’s approaches and 
concepts.

The software in avionics and ground-based systems 
are bounded by strong regulatory standards DO-178C 
and DO-278 respectively. With failure regarded as “not an 
option”, significant analysis and effort is put into the veri-
fication and validation of these systems. In fact, industry 
wide, in a typical project fifty percent of the development 
budget is used for structural testing the software according 
to Federal Aviation Administration (FAA) DO-178C Level A 
[1]. The ability to automate and simulate these systems can 
greatly assist in reducing the overall effort, and hence the 
implementation costs.

There are three major phases of verification and vali-
dation in avionics and ground-based software (Figure 1): 
unit testing, integration testing, and system/functional test-
ing. In each phase, test cases need to be derived from 
their appropriate level of requirements with full traceability 
between both.

While the concepts and methodologies for low level 
testing have been reasonably consistent over the years, the 
introduction of more networked systems based on the CAN 

and AFDX protocol, and the drive for code reuse, demands 
innovations in the approach as to how the software should 
be tested. To find good solutions, other industries can be 
considered that have successfully deployed complex net-
worked systems, with rapid time to market demands and 
highly critical functionality. An example is the automotive 
market, with its drive by wire systems, autonomous vehi-
cle technology, 18 to 24 month development cycle and  
CAN/Ethernet networked platforms.

The similarities in particular in CAN-based systems 
make it possible to transfer proven concepts and pro-
cesses from the automotive industry into the avionics 
domain. CAN is currently used in modern civil aircrafts like 
A350 and Boeing 787 for systems such as environmen-
tal control, doors, galleys, smoke detection, potable water, 
and de-icing. Furthermore young companies acting in the 
emerging market of hybrid and full electric air vehicles for 
new urban air mobility concepts rely on CAN-networks as 
well.

Due to the specific challenges like long cables, 
extreme environmental conditions, stringent lightning pro-
tection requirements, and long service life, adequate test 
strategies at all test levels must be foreseen.

The approaches can be considered at three levels as 
described in section 6.4.3 of the DO-178C standard: low 
level testing, software integration testing, and hardware/
software integration testing. Finally, it is worth considering 
how these can be coupled into a process which provides 
greater agility as well as introducing shift-left strategies 
into the development process.

Best in test

Due to the parallels
between systems from the
aerospace and automotive
worlds, it is possible to
transfer proven concepts and processes from the automotive industry to avionics. 
Vector describes it’s approaches and concepts. (S
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Low-level testing

This testing level is used to test the low-level requirements 
and is usually accomplished with a series of unit tests that 
allow the isolation of a single unit of source code. To test a 
single unit in isolation, a huge amount of framework code 
such as test drivers and stubs for dependencies (Figure 2) 
must be generated. Ideally, this should be done automati-
cally with a tool that offers an intuitive and simple approach 
for defining test scenarios. This meets the main require-
ments of section 6.4.2 “requirements-based test selec-
tion” and the sub-sections “normal range test cases” and 
“robustness test cases” of the DO-178C standard. With the 
growing need for code reuse, it is very likely the same unit 
of source code might be used in several configurations. 
Therefore, it is important that the definition of a test case 
is not tightly coupled to the code and provides flexibility in 
how they can be maintained as the software evolves over 
time. Typically, the use of a data driven interface for the 
definition of test cases has proven to be more maintainable 
over time than a source code definition.

This approach also means that when the source code 
and associated test cases are deployed in a continuous 
delivery workflow, as changes are made to the code, the 
testing framework can quickly be regenerated and the test 
cases appropriately remapped. Where significant changes 
have been made, these can be flagged for further review 
without breaking the rest of the automated workflow.

A good example of this is the embedded software 
testing platform Vectorcast, that automates testing activ-
ities across the software development lifecycle. It fully 
supports testing on target or using the target simulator nor-
mally provided by the compiler vendor. Structural cover-
age from testing isolated components can be combined 
with the coverage gathered during full integration testing to 
present an aggregated view of coverage metrics.

Vectorcast test cases are maintained independent of 
the source code for a data-driven test approach. This tech-
nique allows tests to be run on host, simulator, or directly on 
the embedded target in a completely automated fashion.

Software integration testing

Software integration testing verifies the interrelationship of 
components. This concept is also known as software-in-
the-loop (SIL) testing. The idea here is to bring the soft-
ware components together and test them without any of 
the complexities of the underlying hardware. A critical 
aspect of testing software during this phase is the ability 
to simulate dependencies and interfaces in the integrated 
unit that is under test.

To simulate this software conveniently, it is common 
to use a host-based compiler like Visual Studio, GCC, 
MinGW, etc. to run the code, and then once a level of con-
fidence has been achieved, the cross-compiler can then 
also be used. Depending on the certification level for DO-
178C in Level C, B or A, certification credit for the activity 
may only be permissible when done using the cross-com-
piler and running on the target.

In the low level testing framework, the collection of 
software units can still only be tested via programming 
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API calls. In this case the use of a test automation frame-
work like Vectorcast is ideal, as it will automatically build 
the required drivers and stub any units that are outside 
the units of interest automatically. There could also be an 
opportunity to reuse some of the test cases from low level 
testing for units that are higher in the call tree.

Alternatively, the software components to be tested 
may be closely reliant on the underlying hardware, and 
a more robust simulation of the underlying hardware is 
required to correctly verify the software functionality in this 
case.

Hardware/software integration testing

This type of testing is used to satisfy high level require-
ments and is performed on the target hardware using the 
complete executable image. The challenge when testing 
at this level is to provide enough external stimulation to the 
line replaceable unit (LRU) such that it functions correctly. 
The external simulation comes in various forms: logical 
pins, avionics data network, modeling tools, etc. Addi-
tionally, because of the complex nature of the networks, it 
should also be possible to easily extend or customize the 
simulation interfaces quickly and easily. 

An example system to validate an LRU at this level can 
be setup using the tools VT System and CANoe (Figure 3). 
The software and hardware combination CANoe and VT 
System from Vector offers a test system that can be scaled 
from simple test equipment at the developer workstation to 

the highly automated HiL environment in the test lab. The 
core idea of the VT System is to combine all the hardware 
functions required for LRU testing in a modular system 
seamlessly integrated into CANoe. The test hardware 
covers the inputs and outputs, including the power supply 
and network connections of a control unit or subsystem. 
At each pin, the pin function according to stimulation, 
measurement, load simulation, fault connection, and 
switching between simulation and original sensors and 
actuators are possible. These functions are so universally 
designed that a once constructed test system can be used 
for different LRUs.

In CANoe, in addition to the network environment, 
the physical environment can also be simulated using 
appropriate Matlab / Simulink models. A closed hardware-
in-the-loop simulation is just as possible as a simple, 
manual stimulation without elaborate models. CANoe offers 
the same flexibility in test automation. The tool Vteststudio 
provides a modern authoring tool. The possibilities to 
define tests range from programming in various languages 
like the Vector own Capl and .NET/C# over defining simple 
test procedures in tabular form to graphically noted test 
models. It is used to define test procedures and allows the 
developer to flexibly combine the different input methods. 

Figure 1: The major phases of verification and validation 
in avionics and ground-based software (Source: Vector 
Informatik)

Figure 2: Low level testing framework to test a single 
software unit in isolation – using framework code such as 
test drivers and stubs for dependencies (Source: Vector 
Informatik)

Figure 3: Example setup for simulating the environment 
around an LRU (Source: Vector Informatik)

Figure 4: Change-based testing greatly reduces testing 
time while ensuring testing completeness (Source: Vector 
Informatik)
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The finished test sequences are stored as test units and 
are then executed in CANoe.

CANoe executes the test cases and at the end of each 
test run the system creates a detailed test report. Finally, 
all threads from test and execution planning to execution 
documentation converge in test data management. This 
always ensures good traceability.

Bring it all together to enable a lean  
continous integration platform

One of the biggest challenges with software development 
today is the unintended propagation of defects or issues 
through the development cycle of a system. These issues 
can often be identified very early in the development cycle 
but are missed because the software is merged without the 
adequate verification and validation in place. To address 
this quality issue, there are various discussions on the 
topic of ‘shift left’, i.e. test earlier in the process. However, 
in general the time required to rerun all low level, software 
integration, and hardware/software integration tests can 
be very time consuming. In some cases, a complete end 
to end run of all test cases can take between three weeks 
to as long as two months. This time frame does not fit the 
rapid feedback that is required to provide developers with 
early feedback of issues that they might have introduced at 
the time of writing the software.

To address this challenge, the concept of change-
based testing (CBT) can be introduced. This method helps 
organizations test faster and smarter by analyzing each 
code change against all existing test cases and choosing 
the sub-set of tests that are affected by the change (Figure 
4). By running only this sub-set of tests, test execution 
times are greatly reduced, and developers get immediate 
feedback on the impact of their changes. This allows bugs 
to be fixed immediately, when they are introduced, rather 
than weeks later, during “full” testing.

By using a test automation platform like Vectorcast, 
structural code coverage is collected from all levels of 
testing like low level, software integration, and hardware/
software Integration. The ability to integrate the code 
coverage reporting with software integration and hardware/
software integration tools like CANoe and VT System 
provide a single perspective of the system’s aggregated 
code coverage, and how a specific test directly contributed 
to the overall code coverage. Thus, when a change is 
made to the underlying software, the Vectorcast decision 
engine quickly computes the impacted tests at all levels 
and dispatches them appropriately – even when the test 
is to be run through CANoe or VT System. Running a 
subset of tests represents a significant time saving in the 
execution time, and shortens the time taken to determine 
an impact from a change made to a matter of hours with a 
high level of confidence.

Conclusion

As the complexities of avionics and ground-based sys-
tems continue to evolve, the need to provide more sophisti-
cated strategies and tooling for addressing the compliance 
required for verification and validation for DO-178C and 

DO-278 will continue to grow. The networked aircraft will 
require the ability to not only ensure that a single LRU func-
tions correctly, but all LRUs also function correctly when 
the entire system is brought together. This means that the 
ability to isolate components at a software unit level, as 
well as a LRU level while simulating the remaining inter-
faces will be critical to achieving the quality requirements 
of the avionics industry. Furthermore, the artifacts from the 
verification and validation activity can be integrated into a 
continuous integration process to introduce modern ‘shift-
left’ concepts into the development of safety critical sys-
tems while ensuring compliance to the standards.           t
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Classic CANopen embedded networks are used 
in a very broad range of application fields: Just 

have a look into previous issues of this magazine and 
its online sister publication. You will find reports about 
CANopen in satellites, in subsea, any kind of vehi-
cle, and many motion-control applications. Additionally, 
CANopen has migrated into deeply embedded net- 
works such as backbone networks, in industrial I/O devices, 
and in smart devices with multiple sub-modules. CANopen  
introduced already in 1994 offered from the beginning 
scalability not only regarding communication functionality.

Some people still think that CANopen is complex. No, 
it is not. It provides just a few mandatory features (NMT, 
Heartbeat, and expedited SDO functionality), and a lot of 
optional add-on communication functions (PDO, normal 
SDO, SYNC, TIME, and EMCY as well as “Flying” NMT 
master functionality), if needed. This is like in a restaurant: 
the menu lists more dishes than you can eat.

Regarding the bit-rate, CANopen allows eight stan-
dardized bit-rates; from 10 kbit/s to 1 Mbit/s. Other commu-
nication technologies do not support those much different 
bit-rates. But consider: The higher the speed, the more 
challenging is the physical network design. This means 
the costs for cabling, connectors, and energy consumption 
increase with the higher bit-rates.

On the other hand, data throughput requirements 
are increasing permanently with new control functions. 
Of course, you can spend some effort to communicate 
smartly, not wasting the available bandwidth. For example, 
do not talk, if you have no new data. But at some point you 
need more throughput. The limit for classic CANopen is  
1 Mbit/s, when your network is not longer than 25 m and 
only very short not terminated stubs are installed.

CANopen FD for higher bit-rates

CANopen FD is based on the CAN FD data link layer. 
Depending on the bus-line topology you can achieve  
2 Mbit/s in the data-phase. If you need more, you should 
implement the so-called SIC (signal improvement circuit) 
transceiver as specified in CiA 601-4 version 2.0.0. Up 
to 8 Mbit/s is possible, when the topology is as close as 
possible a bus-line and the impedance of the installed 
components matches 120 Ohm. For more details on SIC 
transceiver, see the article on page 4.

In some applications, the busload is not the restriction. 
It's the 8-byte payload limit, which matters. CANopen FD 
features because of the used CAN FD data link layer a 
maximum data frame length of 64 byte. Unfortunately, 
the length is not byte-wise increasable. The longer data 

When price matters, scalability is an 
important feature for embedded and 
deeply embedded networks. Although 
CANopen FD is not completely 
compatible with classic CANopen, 
scalability is provided.

Scalability of CANopen
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frames can be used to add cybersecurity or functional 
safety headers/trailers. This means your network can be 
scaled regarding security and safety requirements without 
changing the normal process data communication.

In case, you do not need higher bit-rates than 1 Mbit/s, 
you can use in arbitration and data-phase the same bit-tim-
ings. Depending on the chosen topology, it could be that 
you should implement different sample-points.

As said above, higher data-rates require a more pre-
cise development of the physical network. This means, try 
to avoid communication of redundant data. This reduces 
the busload allowing the use lower bit-rates.

Optimized PDO communication

The classic CANopen and CANopen FD application 
layers are designed to support scalable PDO (process 
data object) communication. The PDO protocol allows 
the transport of 1-byte messages up to 8-byte (classic 
CANopen) respectively 64-byte (CANopen FD) messages. 
For messages with more than 8 byte the scalability is not 
byte-wise, but with some jumps: 12, 16, 20, 24, 32, 64 byte. 
If not the entire payload is needed, so-called padding bytes 
need to be used.

Regarding the PDO scheduling both application lay-
ers support periodical, change-of-state, and synchronized 
transmission. And the best is, you can mix them in the net-
work. Combined with the option to configure PDO cross-
communication between NMT slave devices, the system 
designer can scale the PDO communication to the applica-
tion needs. This means you can start with simple “master/

slave” communication scheme and end-up with a highly 
optimized PDO communication. Sophisticated CANopen 
system design tools can do this optimization.

From SDO to USDO

Scalability of SDO (service data object) communication 
was already provided from the beginning. Expedited SDOs 
enable to read or to write parameters with a maximum 
length of 4 byte in the object dictionary of another device. 
Using the normal SDO protocol, the length of the parame-
ters is not limited. In order to accelerate the SDO transport 
protocol, the SDO block transfer was introduced in classic 
CANopen version 4.0.

CANopen FD supports similar scalability of USDO 
(universal service data object) communication. Addition-
ally, the USDO protocols can be broadcasted, what is not 
possible with SDOs. In the near, future also multi-param-
eter transmission will be possible with USDOs. A typical 
application is the PDO mapping configuration with one 
USDO. In the past, you needed for each PDO mapping 
parameter individual SDO/USDO messages. The sin-
gle message approach avoids considering configuration 
inconsistence caused by SDO communication problems.

From simple to complex networks

Classic CANopen and CANopen FD are designed to sup-
port scalability. You can start with a simple network, just 
using expedited SDO/USDO communication. You can add 
normal SDO/USDO communication and simple “master/
slave” PDO messages. If one network is not sufficient, you 
can design a multi-segment network. Necessary remote 
access (router function) is already available in the portfolio 
of the SDO/USDO protocols.

Scalability is an important issue in modern 
communication systems. Classic CANopen and CANopen 
FD are very scalable compared to other standardized 
CAN-based higher-layers such as SAE J1939. The 
Classical CAN and CAN FD data link layers are backwards 
compatible, but legacy Classical CAN controllers destroy 
CAN FD data frames by means of CAN error frames. This 
means, new protocol controllers supporting CAN FD are 
necessary.                                                                          t

Holger Zeltwanger

Bit-rate
[kbit/s]

Max. network 
length [m]

Sample-point 
[%]

1000 25 75 to 90
800 50
500 100 85 to 90
250 250
125 500
50 1000
20 2500
10 5000

Table 1: Classical CAN bit-rates, which also can apply  
for the arbitration bit-rate in CANopen FD, but the  
sample-point shall be set to 80 %

Table 2: CAN FD dataphase bit-rates using an 80-MHz 
clock frequency

Bit-rate
[Mbit/s]

Sample-point
[%]

10 62,5
8 60
5 62,5
4 70
2 75
1 80
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Precision farming is generally regarded as the ideal 
way for the targeted cultivation of agricultural land. 

For manufacturers of vehicles and implements, however, 
precision farming also means an increasing number of 
electronic components, the integration of new sensor tech-
nologies, and a number of variants and functions in their 
range of vehicles. Slurry tankers in particular, both as self-
propelled and towed versions, represent a major challenge 
in terms of development costs and time. This is because 
a large number of possible options in the chassis, steer-
ing system, and slurry tank, as well as different distribu-
tion devices, must be catered for. The Nitrates Directive 
91/676/EEC on groundwater protection and its German 
implementation in the form of the Fertiliser Ordinance 
(DüV) are also hovering over the industry as a constant 
worry. It is uncertain how long this will remain just a mat-
ter of stricter documentation obligations and tighter rules 
for determining fertilizer requirements, as well as longer 
'no fertilizing' freeze periods. The industry is therefore fac-
ing the additional challenge of being able to react quickly 
to statutory regulations at the same time that the number 
of variants for slurry tanker subsystems is increasing. Sig-
nificantly shorter development cycles for hydraulic systems 
and their control, as well as retrofit solutions, are currently 
very important for slurry tanker manufacturers.

Generic modular development

The approach of Bucher Hydraulics and Jetter has been 
to completely end the "serial" development process that 
starts with requirements specifications, then project 
planning, engineering, prototype procurement, test phase, 
and initial sampling: The design of the system solution was 
broken down into a number of individual modular solutions, 
taking into account all common variants and technologies 
on the market. This was true for both the hardware and 
the software aspects. For this purpose, an interdisciplinary 
team of Bucher and Jetter engineers defined more than 
40 hydraulic subfunctions for the slurry tanker. For each 
subfunction (e.g. suction hose), the corresponding variants 
(e.g. multi-jointed suction arm) were assigned to it and the 
hardware and software elements for each of these variants 
were then developed and tested. A good 1,5 man-years 
was invested just in the source code for all the options. 
The "generic system solution for slurry tankers" contains 
around 1 400 parameters. Each specific overall system for 
a particular slurry tanker now consists of a combination of 
selected and previously tested and optimized subsystems.

Bucher Hydraulics has the right portfolio for a modular 
configuration of the hydraulic system, because the control 
blocks feature a sectional design. With up to 22 sections, 

Don’t design - configure!
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With a concept, Bucher Hydraulics and Jetter break with traditional 
development processes and, at unprecedented speed, offer OEMs 
(original equipment manufacturers) customized hydraulic systems for 
slurry tankers.
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all the functions can be incorporated in one block. 
Alternatively, it is possible to distribute the functions over 
several blocks, e.g. on the drawbar, distributor or suction 
boom. The valves with functions specific to the slurry 
tanker also have a sectional design. They operate load-
independently thanks to the pressure compensator that 
is connected downstream of the proportional directional 
control valve (flow-sharing principle). A very large selection 
of valves is available for special functions in the areas of 
steering, chassis, hitch, top cylinder, etc., which can be 
combined modularly in a variety of forms in the inlet or 
intermediate sections. 

Table 1: A selection of some already implemented functions 
(Source: Bucher Hydraulics)

Chassis functions Steering system Distribution 
attachments

Articulated drawbar Tire pressure 
control system Disc harrow

Articulated drawbar
Compressor 
prerun and 
overrun, intervals

Baffle plate

Hitch control Compressor fan 
overrun Strip tillage

Hydraulic 
suspension Top cylinder Drag shoe

Centralized 
lubrication system Drag hose

The proportional valves, e.g. for steering or for con-
trolling the application rate, can be combined as required 
in the block. Therefore no particular priority needs to be 
allocated when arranging the valve 
positions. This makes variant man-
agement much easier. System 
solutions that include downstream 
pressure compensators prevent 
subsystems from stopping in the 
event of undersupply. This ensures 
trouble-free, continuous operation 
even in critical areas such as the 
headland or when filling the slurry 
tank. In developing the "generic 
system solution for slurry tank-
ers", Bucher Hydraulics concen-
trated primarily on optimizing the 
control of the valves by the Jetter 
electronics.

Figure 1: With the LVS hydraulic valve, designers can now create those implement control systems that, so 
far, have been difficult to master. LVS valve blocks can be configured for both fixed displacement and  

LS pumps. (Source: Bucher Hydraulics)

Figure 2: Job data is transferred from the farm 
management system via USB stick or telemetry 
to the task controller for the JCM-501 implement 
ECU (Source: Bucher Hydraulics)

The special feature of the generic system solu-
tion: customers can themselves select all the hydrau-
lic and electrical subfunctions in a configuration file (text 
file). All subfunctions are pre-programmed and customers 
only have to compile the configuration file for their vehi-
cle or attachment. All standard filling and docking systems, 
pump and distribution systems, even the NIR (near-infra-
red spectroscopy) sensor and the Piadin admixture are 
available as options and can be parameterized. The visu-
alization software for the Isobus terminal and the control 
software are compiled from the configuration file. For the 
visualization of the partial functions, the guideline was to 
use self-explanatory pictograms and to supplement them 
with relevant data, such as the partial width of the injector, 
the fill level of the slurry barrel or the height of the hitch, 
etc. Custom layout options for the display are possible via 
freely placeable softkeys. This, too, is defined in the con-
figuration file. All precision farming functions based on the 
Isobus, such as Virtual Terminal, the integration of a tractor 
ECU (electronic control unit), a freely configurable joystick, 
Task Controller BAS, the application rate specific to a par-
ticular sub-area using Task Controller Section Control, and 
Task Controller Geo are "on board". The integral user man-
agement is particularly important for contractors. Using 
this function, the jobs that have been loaded from the Task 
Controller can be assigned to the respective driver. The job 
data can be transferred to the task controller via telemetry 
or a USB stick.

Wiring harness

Each valve block is controlled via an I/O node and the 
data is looped from I/O node to I/O node via CANopen. The 
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classic cable harness is not a practicable solution for such 
a freely configurable system with its numerous options. 
With a central electrical system and cable distributors, 
flexible and plug & play cabling with high-quality connec-
tor systems is offered (cable distributors: IP67 unplugged, 
IP69K plugged in, IP65 central electrical system with cable 
glands).

During commissioning, the cabling, plug connections, 
sensors, and switches are checked by an input and output 
test at the terminal. In the event of a fault in the field, inte-
gral diagnostics make it easier to locate electrical faults 
such as cable breaks, faulty plug connections, and short 
circuits.

Some German states have recently also approved 
the use of an NIR sensor to determine the slurry dosage 
via nutrient amounts. The NIR sensor is connected to the 
controller via CAN network and provides the nitrate, phos-
phate, and potassium content in the slurry. The correct 
application rate is controlled by the nitrogen value mea-
sured in the slurry, and the phosphate and potassium val-
ues during application (geo-referenced) are recorded in 
the Task Controller.

For OEMs, this generic system solution for slurry 
tankers means a radical change in development and in the 
communication with their suppliers of hydraulics and con-
trol systems. In the beginning phase we no longer have the 
sometimes tedious preparation of a requirements specifi-
cation, instead we have a configuration tool for the hard-
ware and software. This covers all the important functions 

Figure 3: Future-proof: New sensor technologies will be 
added to the configuration file as an additional option. 
Software updates can be transferred via USB stick. (Source: 
Bucher Hydraulics)

Figure 4: All active functions at a glance – visualization at 
the terminal (Source: Bucher Hydraulics)

Contact

Jetter
info@jetter.de
www.jetter.de

Bucher Hydraulics
info@bucherhydraulics.com
www.bucherhydraulics.com

of the slurry tanker. The OEM can concen-
trate on the placement of the hydraulic com-
ponents and their piping, the connection of 
the central electrical system, and the link-
ing of the I/O nodes, sensors, and switches. 
The plug & play cables are supplied with 
the system. Future sensor technologies will 
be implemented as a new option in the rel-
evant module in the control software and 
visualization. The NIR sensor and the Piadin 
admixture have already been included in this  
way. OEMs can now face any future  
tightening of the Fertiliser Ordinance with 
composure.

Bucher Hydraulics stated: "Our contribution to pre-
cision farming is to bring together into a system all the 
components ranging from hydraulics, through solenoids, 
sensors, controls, display, visualization, and programming 
all the way to diagnostics in a highly flexible, customer-
specific manner and with maximum speed-to-market. This 
enables OEMs to react quickly and flexibly to customer 
requests and new legal requirements." "We took Isaac 
Newton as our role model and systematically divided the 
complex problem into small, easily solvable subproblems 
and then brought those together again to form the overall 
solution."                                                                            t
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An inertial measurement unit (IMU) is an electronic de-
vice that measures and reports a body's specific force, 

angular rate, and orientation. It works by detecting linear 
acceleration using accelerometers and rotational rate us-
ing gyroscopes. Some IMUs also include a magnetome-
ter, which is commonly used as a heading reference. Such 
IMU configurations contain one accelerometer, gyroscope, 
and magnetometer per axis for each of the three vehicle 
axes: pitch, roll, and yaw. As a rule, an IMU is equipped 
with a CAN interface. On the market devices with 9 DOF 
(degree of freedom) or 6 DOF (without magnetometers) 
are available. IMUs are essential components in robot-
ics, diverse vehicles, manned and unmanned aircraft (e.g. 
drones), spacecraft, satellites, ships, submarines, etc. 

Included in GPS (global positioning system) devices 
an IMU allows a GPS receiver to work when GPS signals 
are unavailable e.g. in tunnels, inside buildings or when 
electronic interference is present. The IMUs are often 
incorporated into inertial navigation systems (INS), which 
use the IMU data to calculate attitude, angular rates, linear 
velocity and position relative to a global reference frame. 
Thus, INS form the backbone for the navigation and control 
of many commercial and military vehicles. Simpler INS ver-
sions termed AHRS (attitude and heading reference sys-
tems) utilize IMUs to calculate vehicle attitude with heading 
relative to magnetic north. Here, the data collected from 
the IMU's sensors allows a computer to track a craft's posi-
tion, using the so-called dead reckoning method.

In land vehicles, an IMU may be integrated into GPS-
based automotive navigation systems or vehicle tracking 
systems. This gives the system a dead reckoning capabil-
ity and the ability to gather data about the vehicle's current 
speed, turn rate, heading, inclination, and acceleration. In 
combination with the vehicle's wheel speed sensor output 

An IMU embeds several sensors on the same physical device. Combined sensor data 
tailored for a certain application is available on a CAN interface. This unburdens the 
CAN network from additional traffic and allows a simpler network design.

Sensor fusion: Inertial measurement units

and the reverse gear signal the IMU data is used for traffic 
collision analysis.

IMUs serve as orientation sensors in smartphones 
and tablets. They are also used to measure motion in 
sport technology (e.g. fitness trackers), remote controls for 
gaming systems, and animation applications. The IMU is 
essential in the balancing technology used in the Segway 
personal transporters. Low-cost IMUs have enabled the 
proliferation of the consumer drone industry.

IMUs in unmanned aerial vehicles

In unmanned aerial vehicles typically the 9-DOF IMUs 
are used. An IMU measures the inertial quantities of a  
vehicle as accelerations and angular velocities. The mea-
sured values may be used for automatic feedback control 
loop or processed to estimate the attitude (roll, pitch, yaw 
or quaternion) of the 
vehicle. Accelerome-
ters sense all applied 
accelerations also 
those due to vibrations 
or maneuvers. Thus, 
isolation and an accu-
rate calibration are 
important. Gyroscopes 
measure the rotational 
velocity around their 
axis. This value may be 
used to estimate actual 
tilt angle and serves as 
a signal for feedback 
control loops e.g. for 
stabilization of RC heli-
copters. 
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Figure 1: Six degrees of freedom 
(Source: Honeywell)
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Gyroscopes should be calibrated before each vehi-
cle starting. A magnetometer measures the local magnetic 
field components, which may be compared with the world 
magnetic field model in order to estimate the attitude, and 
thus the heading respect to the local magnetic North. As 
the local magnetic field is easy to affect (e.g. by electric 
lines, sun activities, or other sensors) the local declination 
has to be considered while measuring.

More safety for autonomous vehicles

In an autonomous vehicle, CAN is used to pass IMU data 
to the main vehicle control and to share it with other vehi-
cle sub-systems such as lidar, camera, radar, etc. The IMU 
application may also listen to other messages on the net-
work. For example, the dynamic tilt algorithm supported 
by the IMU could be performance-enhanced by listening 
to messages such as odometer or vehicle speed to bet-
ter compensate for the influence of linear acceleration on 
dynamic roll and pitch. 

One of the CAN-enabled 9-DOF IMUs is the Open-
imu300ri by Anceinna. The Mems-based (micro elec-
tro-mechanical system) device also provides an EIA-232 
interface. The ARM Cortex M4 CPU (central processing 
unit) runs standardized and customized algorithms cre-
ated with the company’s free, open-source developer tool-
chain. In the INS navigation application, GPS sensor data 
inputted via the EIA-232 interface is fused with the IMU 
data for the GPS/INS sensor fusion. The IMU supports 
11-bit and 29-bit CAN-Identifiers. Consumer automobiles 
often use customer-defined messages with 11-bit CAN-
identifiers, whereas heavy-equipment vehicles more com-
monly use the 29-bit CAN-identifiers and define messages 
according to the J1939 standard. The IP67-rated IMU is 
designed for use on 12-V and 24-V vehicles.

INS and GNSS (global navigation satellite system) 
developers not familiar with CAN may use a CAN analyzer 
to get started with the development. The company provides 
an open-source Python test application that allows to read 

Figure 2: Openimu300ri IMU for a wide range of 
applications (Source: Anceinna)

and parse messages from IMU over CAN. A set of mes-
sages for accelerations, rates, and other data of an IMU 
may be defined. A DBC (data base CAN) file is then cre-
ated to describe the chosen encoding of a CAN message.

The mentioned IMU application may be also used in a 
J1939 network. It provides the PGN (parameter group num-
ber) 61485 and PGN 61482 for acceleration and angular 
rate respectively. The company also supports a dynamic 
tilt algorithm, which computes the dynamic inclination (i.e. 
roll and pitch) by integrating the angular rate sensors to 
angle and then using the acceleration channels to estab-
lish a stable, absolute reference with respect to gravity 
as well as correct for the long-term drift of the integration 
process. The J1939 slope sensor 2 information message 
(PGN 61481) is used to encode dynamic roll and pitch.

The unit is dedicated for autonomous off-road, con-
struction, agricultural, and automotive vehicle applications. 
It allows engineers to optimize an attitude, navigation or 
other algorithm for their vehicle or application and to run 
it in on the IMU. This minimizes communication on the 
CAN network and unburdens the processor, or allows to 
use a less expensive processor. The processed IMU data 
may be used for such applications as keeping a cab level, 
returning an arm to a specific position, keeping a bucket 
stable while traveling, locking out control for safety appli-
cations, supplementing GNSS data to keep a tractor on 
course, etc.

For construction and mobile machines

Honeywell’s Tars-IMU (transportation attitude reference sys-
tem) with 6 DOF is designed for heavy-duty and off-high-
way transportation applications. The device reports key data 
required to automate and monitor movements of vehicle 
systems and components using a sensor fusion algorithm. 
Communication to the vehicle is carried through a CAN inter-
face with J1939 connectivity. The CAN bit-rate of 250 kbit/s 
is used. A 120-Ohm termination resistor is not included with 

AGV	 automatic guided vehicle
AHRS	 attitude and heading reference systems
ASIL	 automotive safety integrity level
DBC	 data base CAN
DOF	 degree of freedom
ECU	 electronic control unit
GNSS	 global navigation satellite system
GPS	 global positioning system
GUI	 graphical user interface
HLP	 higher layer protocol
ICE	 internal combustion engine
IMU	 inertial measurement unit
INS	 inertial navigation systems
Mems	 micro electro-mechanical system
OEM	 original equipment manufacturer
PGN	 parameter group number
ROS	 robot operating system
TARS	 transportation attitude reference system
TOF	 time-of-flight

Abbreviations used
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the IMU. With the IP67/IP69K-rated thermoplastic housing 
and an operating temperature range of -40 °C to +85 °C it is 
fitted for use in harsh environments. Two sensor models for 
5-V and 9-V to 36-V power levels are available.

Construction vehicle OEMs (original equipment 
manufacturer) enable the equipment with intelligence and 
autonomy for certain functions to assist the operator. For 
example, to dig hundreds of post holes precisely placed 
in several rows a backhoe with an auger attachment was 
equipped with the Tars-IMU. In this project, the unit monitored 
vehicle and implement positions. In addition, it measured 
the alignment with the ground. An on-board system and 
graphical user interface (GUI) compared the information 
coming from the IMU and the site plan for the required holes. 
This allowed the operator to drive to a hole location, align 
the tool to specification, and dig the hole to required depth. 
According to the IMU supplier, construction industry moves 
toward fully-autonomous systems.

When designing systems for off-highway vehicles 
(e.g. wheel loaders), engineers need to know how 
the vehicle reacts in a given loading and movement  
situation. When installed on a vehicle, the Tars-IMU reports 
if a vehicle is turning, moving uphill, tilting about its lateral 
axis, and accelerating. This information serves as an 
input to systems monitoring traction and vehicle output. 
For example, an operator has applied power to move the 
vehicle. This signal is controlled and relayed by the vehicle’s 
electronic control unit (ECU) to the engine to provide power 
to the drivetrain and to move the wheels. Meanwhile, the 
IMU is sensing the vehicle’s movement. If the signal from 
the IMU does not match with the ECU-expected vehicle 
movement, it could be interpreted as a traction loss or as 
a wheel slippage event. If programmed to automatically 
reduce power to the wheels on such an event, the system 
could limit the incidents of wheel slippage. In some cases, 
wheel slippage on previously worked surfaces and ground 
may quickly require costly rework. The manufacturer also 
offers the CAN-capable 6-DOF IMU sensors 6DF-1N2-C2-
HWL and 6DF-1N6-C2-HWL. For communication the J1939 
protocol is used.

Devices from the JD sensor series by ifm Electronic 
embed a six-axes (6 DOF) IMU with a 3D-gyroscope and 
a 3D-acceleration sensor. Measured data is provided via a 
CANopen interface. The unit with sensor fusion filters deter-
mines the basis inclination values. The data of the gyroscope 

Figure 3: Honeywell Tars-IMU used in a front-loader 
(Source: Honeywell)

corrects the influences caused by acceleration, vibration or 
impact. The devices reach a static precision of ±0,3 ° and 
a dynamic precision of ±0,5 ° in moving systems. The inte-
grated CANopen interface complies with the CiA 410 appli-
cation profile for inclinometers. It is used for transfer of the 
measured values and for sensor parameter setting. An inte-
grated terminating resistor may be activated via software. 
The IP67 or IP69K protected devices with aluminum hous-
ing may be mounted horizontally or vertically. The sensors 
with the operating temperature range from -40 °C to +85 °C 
are designed for detection of inclination angles and posi-
tions of mobile machines. Typical applications are horizon-
tal levelling of platforms or boom measurement on wheeled 
excavators.

Integration in robotic solutions

A robot has to fulfill such operations as to sense, to 
think, and to act. The Robokit platform by TDK offers such 
operation blocks. For sensing, the platform includes the 
6-DOF IMU ICM-42688-P from Invensense, a pressure 
sensor, a magnetometer, a temperature sensor, as well as 
ultrasonic Chirp TOF (time-of-flight) sensors for 3-D sens-
ing of the surroundings. For thinking, a Cortex M7 proces-
sor runs algorithms to drive the intelligence of the robot. 
For act operation, a CAN network interconnects mentioned 
devices with the motor controllers from Micronas. The 
motor controllers use an ASIL-A-ready firmware and con-
figuration tool by Newtec. The platform software runs the 
ROS (robot operating system). ROS-ready drivers for IMU 
and ultrasonic range sensor are available. Invensense, 
Chirp, and Micronas are members of the TDK group.

TDK and Qualcomm Technologies announced the 
compatibility of the Robokit with the Qualcomm Robotics 
RB3 platform. Here, TDK provides the CAN-capable sens-
ing and acting solutions. Qualcomm enables the thinking 
operation using company’s SDA845 processor. Main appli-
cations of the platform are industrial robotics, consumer 
robotics, and drones.

Designed for light vehicles

The Italian company E-Shock offers CAN-capable iner-
tial measuring units with six degrees of freedom (6 DOF). 
Bit-rates of up to 1 Mbit/s and 11-bit CAN-Identifier are 

supported. The E-Lean Ad- 
vanced IMU is designed to 
provide estimation of vehicle 
attitude in terms of roll, pitch, 
and side slip angles based 
on a data fusion algorithm. 
The E-Shark IMU is equipped 
with a 16-bit micro-controller 
with digital signal processing 
unit and a GPS. It provides 

Figure 4: JD sensor 
series (Source: ifm 
Electronic)
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position, heading, and speed of the vehicle. Target vehi-
cles range from motorbikes and cars to light ICE (inter-
nal combustion engine) and electric autonomous vehicles.

E-Lean-Race-Pro IMU is specifically designed for 
racing applications. Due to its milled IP67-rated aluminum 
housing adoption in heavy-duty applications is possible 
as well. Connected to the vehicle’s CAN network the IMU 
receives the vehicle speed information and provides the 
acceleration signals (Ax, Ay, Az), the angular rate signals 
(Wx, Wy, Wz), the estimation of the vehicle’s attitude, and 
the diagnosis status of the hardware. The unit is used in 
two-wheeled and four-wheeled vehicle applications. These 
include slide out and low-side identification (motorcycles), 
rollover identification (cars), traction and braking control, 
suspension and stability control, adaptive lighting, airbag 
triggering, as well as energy management, and range pre-
diction in electric vehicles.

IMUs for diverse applications

LPMS-Canal2 motion 
sensor by LP-Research 
is a nine-axis (9 DOF) 
IMU and AHRS with 
CAN connectivity. Ori-
entation data measure-
ment around three axes 
is achieved using three 
separate Mems-sen-
sors (3-axis gyroscope, 
3-axis accelerometer, 
and 3-axis magnetom-
eter). The unit contains 
a 32-bit digital signal 
processor running the 
calculations on-board 

in real-time. The CAN interface supports CANopen or a 
customized LP-CAN higher-layer protocol. The amount of 
measurement data transmitted via CAN is configurable 
using the LPMS-Control data acquisition software. Device 
configuration via CAN from a Windows PC requires a Peak 
CAN-to-USB interface, which is not included with the sen-
sor. The company also offers the LPMS-CU2 9-axis IMU 
and AHRS with CAN and USB (version 2) connectivity. 
The unit performs orientation and relative displacement 
measurements. Additionally, temperature and baromet-
ric pressure sensors allow altitude measurements. CAN 
interface-related features are the same as for the LPMS-
Canal2. Both IMUs are dedicated for robotic manipulator 
forward kinematics control, automotive dead reckoning, 

Figure 5: The Robokit platform 
(Source: TDK)
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Company IMU name DOF number HLP protocol

Anceinna Openimu300ri 9 DOF Proprietary or J1939

Basecam (sensor Invensense) CAN IMU 6 DOF Proprietary

Epson M-G550PC2 6 DOF CANopen

E-Shock E-Lean Advanced
E-Shark 6 DOF Proprietary

Overview of described IMUs

object orientation tracking as well as automatic guided 
vehicle (AGV) navigation.

The CAN IMU from Basecam works with the company’s 
SimpleBGC 32-bit Extended and BasecamBGC Pro 
controllers. Storage of calibration data is possible. The unit 
integrates the 6-DOF sensor ICM20608 from Invensense. 
I2C and UART interfaces may be used for the external 
device connectivity. The board size is 25 mm × 25 mm 
and it is optionally available in a box version. For proper 
functionality of the IMU, the firmware version 2.61b2 or 
above is required. Firmware upgrade may be done via a 
CAN-to-PC interface using the SimpleBGC32 graphical 
user interface.

IM-1 by Techmor (USA) is a 6-DOF IMU with CAN con-
nectivity. It measures accelerations of up to 18 g and angu-
lar rates of up to ±150 °/s on three axes respectively. Each 
axis measurement is provided as a 16-bit value. The three-
grouped acceleration values and the three-grouped angu-
lar rates are transmitted in a corresponding CAN message 
each. With its compensated temperature range of -40 °C 
to +105 °C and the sealed Autosport connector by Deutsch 
the unit may be used for vehicle testing, motion tracking, 
navigation, stability control, and in autonomous vehicles.

Epson offers the M-G550PC2 IMU with six degrees 
of freedom (6-DOF) measuring tri-axial angular rates of  
±150 °/s and linear accelerations of ±5 g. The device pro-
vides a CANopen interface according to CiA 301 (CANopen 
application layer and communication profile) and supports 
the CiA 404 CANopen device profile for measuring devices 
and closed-loop controllers. Bit-rates up to 1 Mbit/s are 
supported. The IP67-protected IMU is packaged in a dust-
proof metallic case suitable for use in such applications as 
motion and vibration measurement, platform stabilization, 
attitude detection for unmanned systems, as well as vibra-
tion control and stabilization.                                              t
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The non-profit CiA organization promotes CAN and CAN FD,  
develops CAN FD recommendations and CANopen 
specifications, and supports other CAN-based higher-layer 
protocols such as J1939-based approaches.

Join the community!
u	 Initiate and influence CiA specifications
u	 Get credits on CiA training and education events
u	 Download CiA specifications, already in work draft status
u	 Get credits on CiA publications
u	 Receive the exclusive, monthly CiA Member News (CMN)  
	 email service
u	 Get CANopen vendor-IDs free-of-charge
u	 Participate in plugfests and workshops
u	 Get the classic CANopen conformance test tool
u	 Participate in joint marketing activities
u	 Develop partnerships with other CiA members
u	 Get credits on CiA testing services

For more details please contact CiA office 
at headquarters@can-cia.org

www.can-cia.org

https://www.can-cia.org/about-us/member-benefits/
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